POLITYKA PRYWATNOSCI

PREAMBULtA:

Niniejsza polityka ochrony danych osobowych obowigzuje od dnia 25 maja 2018 roku i
okres$la ogdlne zasady przetwarzania danych osobowych u administratora danych: RECTUS
POLAND Krzysztof Darnowski, siedzibg w Warszawie (04-333), przy ulicy Serocka 10/1,
posiadajacy numer identyfikacji podatkowej NIP: 5211772363 ktdérzy na podstawie art. 26
RODO bedg wspoétadministratorami Pani/Pana danych osobowych. Ze wzgledu na poufny
charakter procedur i stosowanych srodkéw techniczno — organizacyjnych okreslonych w art.
32 RODO oraz polityk szczegétowych na mocy art. 24 ust. 1 i ust. 2 RODO w niniejszej polityce
informacje te nie zostang zawarte.

| DEFINICJE

1) ,Dane osobowe” oznaczajg wszelkie informacje o zidentyfikowanej lub mozliwej do
zidentyfikowania osobie fizycznej (,osobie, ktérej dane dotyczg”); mozliwa do
zidentyfikowania osoba fizyczna to osoba, ktérag mozina bezposrednio lub posrednio
zidentyfikowaé, w szczegdlnosci na podstawie identyfikatora takiego jak imie i nazwisko,
numer identyfikacyjny, dane o lokalizacji, identyfikator internetowy lub jeden badz kilka
szczegllnych czynnikdw okreslajacych fizyczng, fizjologiczng, genetyczng, psychiczng,
ekonomiczng, kulturowa lub spoteczng tozsamos¢ osoby fizycznej;

2) ,Przetwarzanie” oznacza operacje lub zestaw operacji wykonywanych na danych
osobowych lub zestawach danych osobowych w sposéb zautomatyzowany Ilub
niezautomatyzowany, takg jak zbieranie, utrwalanie, organizowanie, porzadkowanie,
przechowywanie, adaptowanie lub  modyfikowanie, pobieranie, przegladanie,
wykorzystywanie, ujawnianie poprzez przestanie, rozpowszechnianie lub innego rodzaju
udostepnianie, dopasowywanie lub taczenie, ograniczanie, usuwanie lub niszczenie;

3) ,Profilowanie” oznacza dowolng forme zautomatyzowanego przetwarzania danych
osobowych, ktére polega na wykorzystaniu danych osobowych do oceny niektérych
czynnikdw osobowych osoby fizycznej, w szczegdlnosci do analizy lub prognozy aspektow
dotyczacych efektdw pracy tej osoby fizycznej, jej sytuacji ekonomicznej, zdrowia, osobistych
preferencji, zainteresowan, wiarygodnosci, zachowania, lokalizacji lub przemieszczania sie;

4) ,,Administrator” oznacza osobe fizyczng lub prawng, organ publiczny, jednostke lub inny
podmiot, ktory samodzielnie lub wspdlnie z innymi ustala cele i sposoby przetwarzania
danych osobowych; jezeli cele i sposoby takiego przetwarzania sg okreslone w prawie Unii
lub w prawie panstwa cztonkowskiego, to réwniez w prawie Unii lub w prawie panstwa
cztonkowskiego moze zostaé¢ wyznaczony administrator lub mogg zostac¢ okreslone konkretne
kryteria jego wyznaczania;



5) ,,Podmiot przetwarzajacy” oznacza osobe fizyczng lub prawng, organ publiczny, jednostke
lub inny podmiot, ktéry przetwarza dane osobowe w imieniu administratora;

6) ,Odbiorca” oznacza osobe fizyczng lub prawna, organ publiczny, jednostke lub inny
podmiot, ktéremu ujawnia sie dane osobowe, niezaleznie od tego, czy jest strong trzecia.
Organy publiczne, ktére mogag otrzymywaé dane osobowe w ramach konkretnego
postepowania zgodnie z prawem Unii lub prawem panstwa cztonkowskiego, nie sg jednak
uznawane za odbiorcéw; przetwarzanie tych danych przez te organy publiczne musi by¢
zgodne z przepisami o ochronie danych majgcymi zastosowanie stosownie do celow
przetwarzania;

7) ,Zgoda” osoby, ktérej dane dotycza oznacza dobrowolne, konkretne, $wiadome i
jednoznaczne okazanie woli, ktérym osoba, ktérej dane dotyczg, w formie oswiadczenia lub
wyraznego dziatania potwierdzajgcego, przyzwala na przetwarzanie dotyczacych jej danych
osobowych;

8) ,Naruszenie ochrony danych osobowych” oznacza naruszenie bezpieczerstwa
prowadzgce do przypadkowego lub niezgodnego z prawem zniszczenia, utracenia,
zmodyfikowania, nieuprawnionego ujawnienia lub nieuprawnionego dostepu do danych
osobowych przesytanych, przechowywanych lub w inny sposdb przetwarzanych;

9) ,,Dane dotyczace zdrowia” oznaczaja dane osobowe o zdrowiu fizycznym lub psychicznym
osoby fizycznej — w tym o korzystaniu z ustug opieki zdrowotnej — ujawniajgce informacje o
stanie jej zdrowia;

10) ,,Transgraniczne przetwarzanie” oznacza:

a)przetwarzanie danych osobowych, ktére odbywa sie w Unii w ramach dziatalnosci
jednostek organizacyjnych w wiecej, niz jednym panstwie cztonkowskim administratora lub
podmiotu przetwarzajgcego w Unii posiadajacego jednostki organizacyjne w wiecej niz
jednym panstwie cztonkowskim; albo

b) przetwarzanie danych osobowych, ktére odbywa sie w Unii w ramach dziatalnosci
pojedynczej jednostki organizacyjnej administratora lub podmiotu przetwarzajgcego w Unii,
ale ktére znacznie wptywa lub moze znacznie wptyngé na osoby, ktorych dane dotyczg, w
wiecej niz jednym panstwie cztonkowskim;

11) ,,Organizacja miedzynarodowa” oznacza organizacje i organy jej podlegajgce dziatajgce
na podstawie prawa miedzynarodowego publicznego lub inny organ powotany w drodze
umowy miedzy co najmniej dwoma panstwami lub na podstawie takiej umowy.

12) ,,RODO” Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych
osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy
95/46/WE (ogdlne rozporzadzenie o ochronie danych)



13) ,Wspétadministracja” Jezeli co najmniej dwdch administratoréw wspdlnie ustala cele i
sposoby przetwarzania, sg oni wspdétadministratorami.

Il ZASADY PRZETWARZANIA DANYCH OSOBOWYCH

1. Przetwarzajgc dane osobowe administrator kieruje sie nastepujgcymi zasadami:

a) zgodnie z prawem, rzetelnie i w sposéb przejrzysty dla osoby, ktorej dane dotycza
(,zgodnos¢ z prawem, rzetelnosc i przejrzystosc”);

b)  zbierane w konkretnych, wyraznych i prawnie uzasadnionych celach i nieprzetwarzane
dalej w sposéb niezgodny z tymi celami; dalsze przetwarzanie do celéw archiwalnych w
interesie publicznym, do celdw badan naukowych Ilub historycznych lub do celéow
statystycznych nie jest uznawane w mysl art. 89 ust. 1 za niezgodne z pierwotnymi celami
(,,ograniczenie celu”);

c) adekwatne, stosowne oraz ograniczone do tego, co niezbedne do celdw, w ktorych sg
przetwarzane (,minimalizacja danych”);

d) prawidtowe i w razie potrzeby uaktualniane; nalezy podjg¢ wszelkie rozsgdne dziatania,
aby dane osobowe, ktore sg nieprawidtowe w sSwietle celéw ich przetwarzania, zostaty
niezwtocznie usuniete lub sprostowane (,,prawidtowosc¢”);

e) przechowywane w formie umozliwiajgcej identyfikacje osoby, ktorej dane dotyczg, przez
okres nie dtuzszy, niz jest to niezbedne do celéw, w ktérych dane te sg przetwarzane; dane
osobowe mozna przechowywac przez okres dtuzszy, o ile beda one przetwarzane wytgcznie
do celéw archiwalnych w interesie publicznym, do celdw badan naukowych lub historycznych
lub do celéw statystycznych na mocy art. 89 ust. 1, z zastrzezeniem ze wdrozone zostang
odpowiednie S$rodki techniczne i organizacyjne wymagane na mocy niniejszego
rozporzadzenia w celu ochrony praw i wolnosci oséb, ktérych dane dotyczg (,ograniczenie
przechowywania”);

f)  przetwarzane w sposdb zapewniajgcy odpowiednie bezpieczenstwo danych osobowych,
w tym ochrone przed niedozwolonym lub niezgodnym z prawem przetwarzaniem oraz
przypadkowg utratg, zniszczeniem lub uszkodzeniem, za pomocg odpowiednich srodkow
technicznych lub organizacyjnych (,integralnos¢ i poufnosc¢”).

2. Przetwarzanie danych osobowych odbywa sie na podstawie przepisow prawa, gdy — i w
takim zakresie, w jakim — spetniony jest co najmniej jeden z ponizszych warunkow:

a) osoba, ktérej dane dotyczg wyrazita zgode na przetwarzanie swoich danych osobowych
w jednym lub wiekszej liczbie okreslonych celéw;

b) przetwarzanie jest niezbedne do wykonania umowy, ktorej strong jest osoba, ktorej
dane dotyczg, lub do podjecia dziatan na zadanie osoby, ktérej dane dotyczg, przed
zawarciem umowy;



c) przetwarzanie jest niezbedne do wypetnienia obowigzku prawnego cigzacego na
administratorze;

d) przetwarzanie jest niezbedne do ochrony zywotnych intereséw osoby, ktérej dane
dotyczg, lub innej osoby fizycznej;

e) przetwarzanie jest niezbedne do wykonania zadania realizowanego w interesie
publicznym lub w ramach sprawowania wtadzy publicznej powierzonej administratorowi;

f) przetwarzanie jest niezbedne do celdéw wynikajgcych z prawnie uzasadnionych
interesow realizowanych przez administratora lub przez strone trzecia, z wyjgtkiem sytuacji,
w ktérych nadrzedny charakter wobec tych intereséw majg interesy lub podstawowe prawa i
wolnosci osoby, ktérej dane dotyczg, wymagajgce ochrony danych osobowych, w
szczegblnosci gdy osoba, ktdrej dane dotyczg, jest dzieckiem.

3. Przetwarzanie danych osobowych szczegdlnych kategorii art. 9 RODO: ujawniajgcych
pochodzenie rasowe Ilub etniczne, poglady polityczne, przekonania religijne lub
Swiatopoglgdowe, przynaleznos¢ do zwigzkéw zawodowych oraz przetwarzania danych
genetycznych, danych biometrycznych w celu jednoznacznego zidentyfikowania osoby
fizycznej lub danych dotyczacych zdrowia, seksualnosci lub orientacji seksualnej tej osoby,
jest zabronione. Przetwarzanie kategorii danych dotyczacych stanu zdrowia odbywa sie na
podstawie art. 9 ust. 1 lit. h: przetwarzanie jest niezbedne do celéw profilaktyki zdrowotnej
lub medycyny pracy, do oceny zdolnosci pracownika do pracy, diagnozy medycznej,
zapewnienia opieki zdrowotnej lub zabezpieczenia spotecznego, leczenia lub zarzadzania
systemami i ustugami opieki zdrowotnej lub zabezpieczenia spotecznego na podstawie prawa
Unii lub prawa panstwa cztonkowskiego lub zgodnie z umowag z pracownikiem stuzby zdrowia
i z zastrzezeniem warunkdw i zabezpieczen, o ktérych mowa w ust. 3 RODO.

4. Administratorzy nie przetwarzajg danych o ktérych mowa w art. 10 RODO

11l OBOWIAZKI ADMINISTRATORA DANYCH OSOBOWYCH

1. Na podstawie art. 24 RODO administratorzy wdrozyli szczegétowe polityki i procedury
przetwarzanych danych osobowych

2. Na podstawie art. 33 ust. 5 RODO Administratorzy dokumentujg wszelkie naruszenia
ochrony danych osobowych, w tym okoliczno$ci naruszenia ochrony danych osobowych, jego
skutki oraz podjete dziatania zaradcze w prowadzonym rejestrze naruszen

3. W przypadku dokonania oceny wagi naruszenia ochrony danych osobowych
Administratorzy wdrozyli procedure oceny powagi naruszenia rekomendowang przez Urzad
Ochrony Danych Osobowych na podstawie metodologii przygotowanej przez Agencje Unii
Europejskiej ds. Bezpieczeristwa Sieci i Informacji (ENISA)

4. Administratorzy danych realizujg obowigzki informacyjne okreslone w art. 13 i 14 RODO
kazdorazowo zbierajac dane osobowe wspdlnie lub osobno, jednakze zawsze wskazujgc dane
drugiego administratora.



5. Administratorzy monitorujg konieczno$é realizacji cigzgcych obowigzkdéw okreslonych w
art. 35 RODO.

6. Administratorzy danych osobowych prowadza rejestry o ktérym mowa w art. 30 ust. 1
RODO wskazujac odbiorcéw danych oraz siebie, jako wspétadministratoréw, jak i podmioty
przetwarzajgce dane osobowe na mocy art. 28 RODO

7. Administratorzy danych oswiadczajg, iz w przypadku przetwarzania danych osobowych
przez osoby wspdtpracujace z nim lub na jego polecenie przetwarzajg dane w oparciu o
stosowne polecenia przetwarzania danych osobowych zgodnie z art. 29 RODO

8. Administratorzy prowadza rejestry udostepnien i powierzen przetwarzania danych
osobowych

9. W przypadku dodatkowych pytan lub watpliwosci w kwestii przetwarzania Pani/Pana
danych osobowych wtasciwym podmiotem do udzielenia odpowiedzi i/lub realizacji
naleznego prawa na gruncie RODO bedzie: RECTUS POLAND Krzysztof Darnowski, siedzibg w
Warszawie (04-333), przy ulicy Serocka 10/1, posiadajagcy numer identyfikacji podatkowej
NIP: 5211772363.

IV REALIZACJA PRAW OSOB FIZYCZNYCH
1. Prawo dostepu do danych osobowych na podstawie art. 15 RODO

1.1. Prawo dostepu do danych obejmuje:

a. prawo dostepu do danych;

b. prawo do informacji o:

. celu przetwarzania i kategorii przetwarzanych danych,

. okresie, przez ktéry dane majg by¢ przechowywane, a gdy podanie go nie bedzie

mozliwe, kryteriach ustalania tego okresu,

J przystugujgcych podmiotowi danych uprawnieniach do zgdania od Administratora
sprostowania, usuniecia lub ograniczenia przetwarzania jej danych, wniesienia sprzeciwu
wobec przetwarzania, a takze wniesienia skargi do organu nadzorczego,

. zrédle pozyskania danych osobowych danej osoby jesli nie zostaty zebrane od osoby,
ktorej dane dotyczg,

. prawo do informacji, czy Administrator podejmuje wobec podmiotu danych
zautomatyzowane decyzje, w tym m.in. w oparciu o profilowanie, a jesli tak, to réwniez
informacje o zasadach ich podejmowania, a takze o znaczeniu i przewidywanych
konsekwencjach takiego przetwarzania dla osoby, ktérej dane dotycza,

. odbiorcach danych, w przypadku szczegdlnym, tj. gdy sg one przekazywane do
panstwa trzeciego lub organizacji miedzynarodowej, takze o odpowiednich zabezpieczeniach
zwigzanych z ich przekazaniem,



. prawo do uzyskania kopii danych osobowych podlegajgcych przetwarzaniu.

1.2. W przypadku o0sob fizycznych, ktoérych dane Administrator przetwarza — prawo
dostepu do danych realizowane jest poprzez przekazanie zgdanych informacji na pismie lub
drogg elektroniczng. W przypadku przekazywania informacji drogg elektroniczng Pracownicy
zobowigzani sg do zapewnienia, ze przesytane dane bedg zabezpieczone w odpowiedni
sposdb zapewniajgcy bezpieczenstwo.

1.3.  Pracownicy Administratora zobowigzani s3 do zapewnienia, ze podczas obstugi
realizacji praw zwigzanych z dostepem do danych, nie naruszg praw innych oséb, w tym
tajemnic handlowych, wifasnosci intelektualnej oraz praw autorskich chronigcych
oprogramowanie.

2. Prawo do sprostowania danych na podstawie art. 16 RODO
2.1. Prawo do sprostowania danych obejmuje:
a. zadanie poprawienia nieprawidtowych danych,

b. zadanie uzupetnienia niekompletnych danych (np. w formie dodatkowego
oswiadczenia),

c. zadanie aktualizacji danych.

2.2.  Pracownicy Administratora weryfikujg, czy zgdanie sprostowania danych nie prowadzi
do ujawnienia danych nieprawidtowych lub nie prowadzi do nadmiernosci zbieranych danych
— w takim przypadku Administrator moze odmowic spetnienia zgdania.

2.3. W przypadku uwzglednienia wniosku o sprostowanie danych Administrator
poinformuje o tym odbiorcéw danych, ktérym ujawnit dane osobowe, chyba ze okaze sie to
niemozliwe lub wymagac bedzie niewspdtmiernie duzego wysitku.

3. Prawo do usuniecia danych (,bycia zapomnianym”) na podstawie art. 17 RODO
3.1. Prawo do usuniecia danych obejmuije:
a. prawo do zgdania usuniecia danych,

b. prawo do bycia zapomnianym - w przypadku upublicznienia danych przez
Administratora.

3.2. Osoba, ktérej dane dotyczg ma prawo zgdac usuniecia danych jezeli:
3.2.1. dane sg niekompletne, nieaktualne, nieprawdziwe,
3.2.2. dane nie s3 juz niezbedne do realizacji celu, w ktérym zostaty zebrane,

3.2.3. cofneta zgode, na podstawie ktérej opierato sie przetwarzanie i nie ma innej podstawy
do tego, aby dane te dalej przetwarzad,

3.2.4. wniosta sprzeciw wobec przetwarzania prowadzonego na potrzeby marketingu
bezposredniego, przetwarzania, ktore jest niezbedne do wykonania zadania realizowanego w



interesie publicznym badZz przetwarzania na podstawie prawnie uzasadnionego interesu
realizowanego przez Administratora lub strone trzecia,

3.2.5. dane osobowe byly przetwarzane niezgodnie z prawem,

3.2.6. dane osobowe musza zostac¢ usuniete w celu wywigzania sie z obowigzku prawnego
przewidzianego w prawie Unii Europejskiej lub prawie panistwa cztonkowskiego, ktéremu
podlega Administrator,

3.2.7. dane zostaty zebrane w zwigzku z oferowaniem ustug spoteczeristwa informacyjnego
w stosunku do dziecka.

3.3.  Administrator, ktory upublicznit dane osobowe, w przypadku zgdania osoby usuniecia
danych, ktérej dotyczg, informuje administratoréw, ktérzy przetwarzaja takie dane, ze osoba
ktérej dane dotycza, zagda by administratorzy ci usuneli wszelkie tgcza do tych danych, kopie
tych danych osobowych badz ich replikacje.

3.4. Administrator moze odmowi¢ spetnienia zgdania realizacji prawa do usuniecia
danych, w szczegélnosci:

3.4.1. gdy przetwarzania danych jest niezbedne do wywigzania sie z prawnego obowigzku
wymagajgcego przetwarzania na mocy prawa Unii Europejskiej lub prawa krajowego (np. w
zakresie przetwarzania dokumentéw pracowniczych),

3.4.2. gdy przetwarzanie jest niezbedne z uwagi na wzgledy interesu publicznego w
dziedzinie zdrowia publicznego (np. medycyna pracy),

3.4.3. gdy przetwarzanie jest niezbedne do ustalenia, dochodzenia lub obrony roszczen.
4, Prawo do ograniczenia przetwarzania na podstawie art. 18 RODO
4.1. Korzystanie z prawa zgdania ograniczenia przetwarzania mozliwe jest gdy:

4.1.1. osoba, ktdrej dane dotyczg, kwestionuje prawidtowos$é danych osobowych — na okres
pozwalajacy Administratorowi sprawdzi¢ prawidtowosc¢ tych danych;

4.1.2. przetwarzanie jest niezgodne z prawem, a osoba, ktérej dane dotyczg, sprzeciwia sie
usunieciu danych osobowych, zgdajgc w zamian ograniczenia ich wykorzystywania;

4.1.3. Administrator nie potrzebuje juz danych osobowych do celéw przetwarzania, ale sg
one potrzebne osobie, ktérej dane dotyczg, do ustalenia, dochodzenia lub obrony roszczen;

4.1.4. osoba, ktérej dane dotyczg, wniosta sprzeciw na mocy art. 21 ust. 1 RODO wobec
przetwarzania — do czasu stwierdzenia, czy prawnie uzasadnione podstawy po stronie
administratora sg nadrzedne wobec podstaw sprzeciwu osoby, ktérej dane dotycza.

4.2. W przypadku uwzglednienia zgdania ograniczenia przetwarzania Administrator
zapewnia, ze dane osobowe, w odniesieniu do ktdrych ograniczono przetwarzanie, zostang
zabezpieczone, w taki sposéb, ze uzytkownicy systemu nie bedg mieli do tych danych
dostepu, oraz ze nie bedg podlegaty dalszemu przetwarzaniu ani modyfikacjom.



4.3. Srodki technicznego zabezpieczenia przetwarzania zostang takze zastosowane w
przypadku, gdy organ nadzorczy, w ramach swoich uprawnied naprawczych zobowigze
Administratora do ograniczenia przetwarzania okreslonych danych osobowych (czasowego
lub catkowitego).

44. W przypadku ograniczenia przetwarzania dane osobowe bedg wylgcznie
przechowywane.

4.5.  Przetwarzanie danych w innym celu jest wyfgcznie mozliwe:
4.5.1. gdy osoba fizyczna wyrazi zgode na inny cel przetwarzania,
4.5.2. w celu ustalenia, dochodzenia lub obrony roszczen,

4.5.3. w celu ochrony praw innej osoby fizycznej lub prawne;j,

4.5.4. z uwagi na wazne wzgledy interesu publicznego Unii Europejskiej lub panstwa
cztonkowskiego.

5. Prawo do przenoszenia danych na podstawie art. 20 RODO

5.1. Prawo do przenoszenia danych obejmuje:

5.1.1. prawo do otrzymania danych od Administratora,

5.1.2. prawo do przestania danych bez utrudnien ze strony Administratora,

5.1.3. prawo do przestania danych bezposrednio pomiedzy administratorami, bez
posrednictwa osoby, ktorej dane dotyczg (o ile jest to technicznie mozliwe).

5.2. Prawo do przenoszenia danych przystuguje jedynie w przypadku, gdy przetwarzanie
danych odbywa sie na podstawie zgody osoby fizycznej lub umowy oraz w sposéb
zautomatyzowany.

5.3. W przypadku uwzglednienia wniosku dot. przeniesienia danych, dane zostang
udostepnione w ustrukturyzowanym, powszechnie uzywanym formacie nadajacym sie do
odczytu maszynowego.

6. Prawo do sprzeciwu wobec przetwarzania danych osobowych na podstawie art. 21
RODO

6.1. Osoba fizyczna ma prawo do sprzeciwu wobec przetwarzania danych osobowych, gdy
Administrator przetwarza dane na podstawie przestanki prawnie uzasadnionego interesu
(art. 6 ust. 1 lit. f) RODO) w tym profilowania.

6.2. Administrator moze odmodwié¢ zaprzestania przetwarzania danych osobowych,
powotujac sie na:

6.2.1. istnienie waznych prawnie uzasadnionych podstaw do przetwarzania danych,
nadrzednych wobec interesdw, praw i wolnosci osoby, ktorej dane dotyczg,

6.2.2. istnienie podstaw do ustalenia, dochodzenia lub obrony roszczen.



6.3. W przypadku zgtoszenia sprzeciwu wobec przetwarzania danych w celach marketingu
bezposredniego, w tym profilowania w zakresie w jakim przetwarzanie jest zwigzane z takim
marketingiem  bezposrednim, Zadanie osoby fizycznej podlega niezwtocznemu
uwzglednieniu. Administrator zapewnia, ze dane osobowe nie bedg juz przetwarzane w tym
w tym celu.

7. Prawo do wycofania zgody na podstawie art. 7 RODO

7.1. W przypadku, gdy podstawg przetwarzania danych osobowych jest zgoda osoby
fizycznej, osoba fizyczna ma prawo w dowolnym momencie wycofa¢ zgode na przetwarzanie
danych osobowych.

7.2. Cofniecie zgody nie wplywa na wczesniejszg zgodnos$¢ z prawem przetwarzania
danych.

8. Prawo do niepodleganiu do podejmowania decyzji w sposéb zautomatyzowany, w
tym profilowaniu na podstawie art. 22

8.1. Osoba fizyczna ma prawo, by nie podlega¢ decyzji, ktéra opiera sie wytgcznie na
zautomatyzowanym przetwarzaniu, w tym profilowaniu i wywotuje wobec danej osoby,
ktorej dane dotyczg, skutki prawne lub w podobny sposéb istotnie na nig wptywa.

8.2. Prawo do niepodlegania decyzji, ktéra opiera sie wytgcznie na zautomatyzowanym
przetwarzaniu, w tym profilowaniu nie ma zastosowania w szczegdlnosci, jezeli ta decyzja:

8.2.1. jest niezbedna do zawarcia lub wykonania umowy miedzy osobg ktorej dane dotycza
a Administratorem,

8.2.2. jest dozwolona prawem Unii Europejskiej lub prawem panstwa cztonkowskiego,
ktéoremu podlega administrator i ktére przewiduje wtasciwe srodki ochrony praw, wolnosci i
prawnie uzasadnionych intereséw osoby, ktérej dane dotyczg,

8.2.3. opiera sie na wyraznej zgodzie osoby, ktérej dane dotycza.

8.3.  Administrator zapewnia, ze wdrozyt wtasciwe srodki ochrony praw, wolnosci i prawnie
uzasadnionych interesow osoby, ktérej dane dotyczg, ponadto osoba ta ma prawo do
wyrazenia wtasnego stanowiska oraz do zakwestionowania tej decyzji

9. Prawo do whniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych

9.1. Jezeli uzna Pani/Pan, ze przetwarzanie Pani/Pana danych narusza zasady okre$lone w
RODO, przystuguje Pani/Panu prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych
Osobowych z siedzibg w Warszawie, przy ulicy Stawki 2 (wiecej na ten temat na stronie
Organu: www.uodo.gov.pl)

10. Kazda osoba fizyczna ma prawo do informacji na temat administratora i zasad
przetwarzania przez niego danych osobowych, a takze czytelnej/zrozumiatej komunikacji w
tym zakresie na podstawie art. 12-14 RODO.


http://www.uodo.gov.pl/

V BEZPIECZENSTWO DANYCH OSOBOWYCH

1. Administratorzy danych osobowych majac na uwadze bezpieczeristwo przetwarzania
danych dokonali analizy ryzyka danych na podstawie art. 32 RODO.

2. Administratorzy wprowadzili plan ciggtosci dziatania oraz polityke zarzgdzania ryzykiem.

3. Administratorzy danych majgc na uwadze zasade integralnosci i poufnosci prowadzi rejestr
udostepnien danych osobowych oraz w przypadku zawieranych powierzen przetwarzania
danych osobowych stosujg umowy o ktérych mowa w art. 28 RODO

5. Wszystkie osoby, podmioty ktdore uzyskujg dostep do Pani/Pana danych osobowych
dziatajg na polecenie administratoréw, zgodnie z art. 29 RODO i na podstawie przepisow
okreslonych w art. 6 lub art. 9 RODO.

6. Administratorzy nie przetwarzajg danych osobowych poza europejskim obszarem
gospodarczym, ani nie przekazuje danych osobowych Organizacjom Miedzynarodowym

7. Majac na uwadze prawa i wolnosci osdb fizycznych administrator: RECTUS POLAND
Krzysztof Darnowski, siedzibg w Warszawie (04-333), przy ulicy Serocka 10/1, posiadajacy
numer identyfikacji podatkowej NIP: 5211772363, wdrozyt pseudonimizacje danych
osobowych swoich Klientéw, realizujgc zamodwienia stron internetowych Ilub ustugi
marketingu internetowego.

VI POLITYKA COOKIES
1. Co to sq pliki cookies, czyli ciasteczka?

To niewielkie pliki tekstowe (.txt) wysytane przez serwer www i zapisywane po stronie
uzytkownika (najczesciej na twardym dysku). Parametry ciasteczek pozwalajg na odczytanie
informacji w nich zawartych jedynie serwerowi, ktory je utworzyt. Pliki cookies zapewniaja
przechowywanie informacji lub uzyskanie dostepu do informacji juz przechowywanej w
urzadzeniu koncowym w trakcie lub po Pani/Pana wizycie na stronie internetowej
https://speleon.com.pl/

Pliki cookies s3 wykorzystywane miedzy innymi do zapamietywania preferencji
Uzytkownikdw (przegladarka internetowa, rodzaj urzadzenia, czcionka, kolory),
zabezpieczenia stron internetowych czy prowadzenia kampanii marketingowych. Umozliwia
to na przyktad dostosowanie serwiséw i stron www, obstugi logowania, niektérych
formularzy kontaktowych.

Niektére funkcjonalnosci na stronie nie bedg dziataty, jesli nie wyrazi Pani/Pan zgody na
zainstalowanie plikdw cookies (np. nie bedzie mozliwe wystanie informacji z niektérych
formularzy kontaktowych). W kazdej chwili mozna zarzgdza¢ ustawieniami plikéw cookies w
swojej przegladarce i w dowolnym momencie cofngé zgode na ich wykorzystanie

2. Jakiego rodzaju plikow cookie uzywam?



. Cookies trwate - zapisujg sie na Twoim urzadzeniu, nawet po opuszczeniu
przegladanej strony. Pozwalajg one na przechowywanie i zapamietanie informacji o Twoich
preferencjach, takich jak np. pamietanie nazwy uzytkownika (loginu) podczas logowania do
serwisu transakcyjnego. Dzieki temu podczas kolejnego logowania do serwisu, bedzie
mozliwe automatyczne uzupetnienie tego pola. Akceptujac ten rodzaj cookies wyrazasz zgode
na przechowywanie informacji na swoim urzadzeniu. Jesli chcesz np. usuna¢ nazwe
uzytkownika ze strony logowania nalezy zaznaczy¢ zapamietang juz nazwe a nastepnie z
menu wybrac opcje ,,Usun uzytkownika”

. Cookies sesji - sg one niezbedne do utrzymania wtasciwej wymiany informacji
pomiedzy serwerem ... i przegladarkg, a tym samym - do mozliwosci poprawnego
wyswietlenia zawartosci odwiedzanej strony i korzystania z zawartych w niej funkcjonalnosci.
Majg one na celu identyfikacje danej sesji (czyli dialogu pomiedzy przegladarka a serwerem)
oraz Uzytkownikow komunikujgcych sie z serwerem w tym samym czasie

3. Jak mozna nie wyrazi¢ zgody (lub cofnac¢ zgode) na zainstalowanie plikow cookies?

Zdecydowana wiekszos¢ przegladarek domysinie akceptuje pliki cookies w celu zapewnienia
Uzytkownikom wygody korzystania ze strony i poprawnego wyswietlania jej zawartosci. W
kazdym momencie mozna modyfikowaé zarzadzanie plikami cookies poprzez ustawienia
swojej przegladarki, jednak obecnie nie masz mozliwosci wyboru rodzaju cookies, ktore
akceptujesz. Cofniecie zgody wytaczy korzystanie z wszystkich plikdw cookies i moze wptyngé
na niektore funkcje strony https://speleon.com.pl/ powodujgc catkowite lub czesciowe
zablokowanie niektorych funkcji serwisu, takich jak np. podpowiadanie danych do logowania
lub autouzupetnianie formularza produktowego. Po cofnieciu zgody nie zobaczysz tez
personalizowanych ofert na naszych stronach.

Jezeli chcg Panstwo zmienic ustawienia przeglgdarki w zakresie plikéw cookies, zapraszam do
skorzystania z ponizszych instrukcji:

. Internet Explorer — https://support.microsoft.com/pl-pl/help/278835/how-to-delete-
cookie-files-in-internet-explorer

. Chrome - https://support.google.com/chrome/answer/95647?hl=pl

. Firefox — https://support.mozilla.org/pl/kb/W%C5%82%C4%85czanie%20i%20wy
%C5%82%C4%85czanie%200bs%C5%82ugi%20ciasteczek

. Opera - http://help.opera.com/Windows/12.10/pl/cookies.html

Powyisze typy przegladarek zostaty wskazane przyktadowo. Z uwagi na duzg réznorodnosc
stosowanych przegladarek, mogg wystepowa¢ pewne rdznice w sposobie takiego ich
ustawienia, ktéry uniemozliwiatyby instalowanie plikdw cookies. Zwykle informacje odnosnie
do plikdw cookies mozna znalezé w menu ,Narzedzia” lub ,Opcje”. Bardziej szczegdtowe
informacje w tym zakresie mozna najczesciej znalezé na stronie producenta danej
przegladarki.

VIl POSTANOWIENIA KONCOWE


http://help.opera.com/Windows/12.10/pl/cookies.html
https://support.mozilla.org/pl/kb/W%C5%82%C4%85czanie%20i%20wy%C5%82%C4%85czanie%20obs%C5%82ugi%20ciasteczek
https://support.mozilla.org/pl/kb/W%C5%82%C4%85czanie%20i%20wy%C5%82%C4%85czanie%20obs%C5%82ugi%20ciasteczek
https://support.google.com/chrome/answer/95647?hl=pl
https://support.microsoft.com/pl-pl/help/278835/how-to-delete-cookie-files-in-internet-explorer
https://support.microsoft.com/pl-pl/help/278835/how-to-delete-cookie-files-in-internet-explorer

1. Niniejsza polityka ochrony danych osobowych obowigzuje od dnia 25 maja 2018 roku
2. Administratorzy zastrzegajg sobie prawo do jej aktualizowania

3. Ze wzgledu na poufny charakter stosowanych zabezpieczen, nie zostaty one szczegétowo
opisane w niniejszym dokumencie.

4. Wszelka korespondencja (zadane pytania) prowadzona za posrednictwem strony:
https://speleon.com.pl/ traktowana bedzie jako che¢ nawigzania wspétpracy, zatem
przetwarzanie tych danych osobowych odbywac sie bedzie na podstawie art. 6 ust. 1 lit. b
RODO

5. Administratorzy zarzadzajac strong https://speleon.com.pl/ przetwarza¢ bedg Panstwa
dane na podstawie art. 6 ust. 1 lit. f RODO. Jednoczes$nie wszelka komunikacjg prowadzona za
posrednictwem aplikacji Messenger przez Facebook (ktéry bedzie odbiorcg Pani/Pana danych
osobowych) traktowana jest jako che¢ nawigzania umowy, a zatem przetwarzanie to bedzie
odbywac sie na podstawie art. 6 ust. 1 lit. b RODO. Dodatkowo Administratorzy zastrzegaja
sobie prawo do usuwania wszelkich komentarzy, ktére uznajg za obrazliwe, wulgarne wraz z
mozliwoscig zablokowania uzytkownika, bedgcego autorem takich wpisow.

Administrator dannych: RECTUS POLAND Krzysztof Darnowski, siedzibg w Warszawie (04-
333), przy ulicy Serocka 10/1, posiadajacy numer identyfikacji podatkowej NIP:
5211772363.



